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HTTP-01

Consiste en poner el token de LetsEncrypt en la siguiente ubicación:

http://tudominio.com/.well-known/acme-challenge/token

LetsEncrypt intentará acceder a tudominio.com mediante los puertos 80 y 443 y buscará el token en esa ubicación. Si lo
encuentra, validará el desafío.

Esto puede hacerse de forma manual o automática.

 

DNS-01

Consiste  en  meter  un  registro  TXT  de  DNS  en  la  configuración  del  DNS  del  dominio.  LetsEncrypt  te  indicará,  mediante  un
mensaje en la terminal, el nombre que debes darle al registro y el token que tendrás que meter dentro. Por ejemplo:

_acme-challenge.tudominio.com con el texto XPJa37BhKtSeYAHK3bu4BsNTk1r3QZ8W-vxqXH43Fro dentro.

Una vez agregado ese registro al dominio, LetsEncrypt procederá a la validación del desafío.

Este proceso no puede hacerse de forma automática. Debe hacerse manualmente.
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